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Vastus selgitustaotlusele

Andmekaitse Inspektsioon (AKI) sai Teie selgitustaotluse seoses ettevottes todaja arvestuse
korraldamisega, sh biomeetriliste andmete kasutamisel tdOajaregistreerimise tarkvaras, ning
kuidas toimida olukorras, kus moned to6tajad keelduvad tooaega registreerimast.

Esmalt selgitame, et AKI ei saa selgitustaotlusele vastates anda konkreetset siduvat diguslikku
hinnangut, see on voimalik ainult jirelevalvemenetluses. Seetdttu anname Teile tildised selgitused
t00aja arvestuse pidamise ning biomeetriliste andmete to6tlemise kohta toosuhetes.

Igasuguseks isikuandmete to6tlemiseks (sh andmete vaatamine, kogumine, sdilitamine jne) peab
lihtuvalt isikuandmete kaitse iildmédruse! (IKUM) artiklist 6 esinema diguslik alus. Olukorras,
kus tegemist on eriliigiliste isikuandmete (sh biomeetriliste andmete) tootlemisega, peab lisaks
artiklile 6 esinema ka iiks artiklis 9 sitestatud eranditest ning muul juhul on eriliigiliste andmete
tootlemine keelatud.

Toosuhetes toodeldakse tootaja isikuandmeid erinevatel diguslikel alustel — kodige sagedamini
lepingu tditmiseks, todandjale seadusest tulenevate kohustuste tditmiseks ning olenevalt
konkreetsetest tooprotsessidest ka digustatud huvi alusel. T66aja arvestuse pidamise kohustus on
todandjale pandud todlepingu seadusega®, kuid seadus ei sitesta tipset viisi, kuidas seda teha.
Seetdttu voib todandja valida sobiva meetodi tingimusel, et see vastab IKUM-i nduetele.

Kui padsusiisteemi kasutamine todkohale ligipddsuks vaib olla vajalik toolepingu tiitmiseks, siis
sellise stlisteemi logide kasutamine tdoajaarvestuse eesmirgil eeldab todandjalt eraldi
proportsionaalsuse hindamist ning osapoolte huvide kaalumist. Selle tulemusena tuleb koostada
digustatud huvi analiiis (IKUM art 6 lg 1 punkt f)°. Elektroonilise p#isusiisteemi logid
voimaldavad todtajate litkumise jidlgimist ja seetdttu on tegemist olemuslikult jdlgimismeetmega.
Sellest tulenevalt peab todandja hindama, kas t66aja arvestuse kohustuse tditmiseks on olemas
vihem riivavaid lahendusi, nditeks eraldiseisev t0Oajaarvestussiisteem vOi todajatabel. Kui
eesmdrk on saavutatav mdne meetmega, mis tOOtajate oOigusi vdhem riivab, ei ole
juurdepéisusiisteemi logide kasutamine td0aja arvestuseks proportsionaalne. Todandja peab
austama tootaja privaatsust ning valima tddililesannete tditmise kontrollimiseks meetmed, mis
kahjustavad to6taja digusi voimalikult vihe, ning tagama, et andmete to6tlemiseks peab todandjal
olema sobiv diguslik alus.*

! Euroopa Parlamendi ja Ndukogu méirus (EL) 2016/679.

2TLS § 28 Ig 2 punkt 4

3 Seda, kuidas digustatud huvi tépselt hinnata, on AKI selgitanud eraldi digustatud huvi juhendis. Oigustatud huvi
analiilis peab sisalduma ettevotte andmekaitsetingimustes voi olema tootajatele muul viisil kéttesaadav.

4Vtka TLS § 28 Ig 2 punkt 11.
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Tootajate isikuandmete todtlemisel peab todandja jirgima IKUM-is sitestatud pdhimdtteid,
sealhulgas ldbipaistvuse, eesmargipédrasuse ja minimaalsuse pohimdtet. Kéesolevas kontekstis
tdhendab see muu hulgas, et kui pédsusiisteemi kasutatakse esmajoones volitamata isikute
juurdepdisu piiramiseks, ei voi sama siisteemi logisid automaatselt kasutada t60aja arvestamiseks
vOi tobajast kinnipidamise kontrollimiseks. Olenemata sellest, millist registreerimisviisi tootaja
kasutab, peab to0andja tagama toGtlemise ldbipaistvuse ning esitama enne andmetdotluse algust
selge ja kirjaliku teavituse selle kohta, milliseid andmeid t6ddeldakse, mis eesméirgil, mis
oiguslikul alusel, kuidas andmeid séilitatakse, kellele neid edastatakse ja millised on tootajate
oigused. Tooandjal peab olema vdimalik hiljem tdendada, et see teave on tddtajatele edastatud.
Praktikas on teavitamiskohustuse tditmise kdoige lihtsam viis integreerida andmetdotluse
tingimused tookorralduse reeglitesse voi muusse sisekorra dokumentatsiooni, mis on todtajatele
igal ajal kéttesaadav.

PShimdtete kohta saab tidpsemalt lugeda siit Andmetootluse pohimotted | Andmekaitse
Inspektsioon.

Seoses biomeetrilise tOOajaarvestussiisteemiga selgitame, et juhul kui todtaja tuvastamiseks
kasutatakse tehnilist vahendit, mis kontrollib konkreetseid fiisioloogilisi tunnuseid (nt sGrmejélgi
vOi ndokujutist) eesmérgiga isik lheselt tuvastada ja todaega registreerida, kuulub selline
andmetdotlus IKUM artikli 9 kohaldamisalasse.

Kuna biomeetriline andmetd6tlus ei ole lubatud lepingu tditmise eesmirgil ning kehtiv seadus ei
anna todandjale Oigust toodelda tootaja biomeetrilisi andmeid tO6daja arvestuseks voi
ligipddsukontrolliks, saab selline tootlemine toimuda ainult tootaja ndusolekul. Nousolek peab
olema vabatahtlik, konkreetne, teadlik ja ithemdtteline ning selle olemasolu tdendamise kohustus
lasub todandjal. Enne ndusoleku andmist tuleb tdotajat teavitada digusest ndusolek igal ajal tagasi
votta.’

Juhime tihelepanu, et toosuhetes on tildiselt ndusoleku alusele tuginemine problemaatiline poolte
vahel valitseva voimude tasakaalutuse tttu, kuna td6taja on alluvussuhtes. Seetdttu peab to6andja
eriliigiliste isikuandmete t06tlemisel olema eriti hoolikas ning tagama, et biomeetriliste andmete
kasutamine oleks tegelikult vabatahtlik. T6Gtajal peab olema reaalne vdoimalus otsustada, kas ta
soovib kasutada todaja arvestuseks biomeetrilist tuvastust, ning alati peab olema olemas
alternatiivne, mitte-biomeetriline td0aja registreerimise viis (nt kiipkaart, PIN-kood voi muu
elektrooniline voti). Kui alternatiiv puudub vdi seda ei ole vdimalik to6tajal tegelikult kasutada,
ei saa ndusolekut pidada vabatahtlikuks. Samuti peab tdotajal olema vdimalus igal ajal loobuda
biomeetrilise tuvastuse kasutamisest.

Nousoleku tingimustest pohjalikumalt saab lugeda siit Nousolek | Andmekaitse Inspektsioon.

Lisaks nduab biomeetriline tuvastuse kasutuselevott sellega kaasneva moju hindamist tootajate
isikuandmete kaitsele. See tdhendab, et enne biomeetrilise to6tlemise alustamist tuleb todandjal
koostada IKUM artikli 35 kohane andmekaitsealane mdjuhinnang. Seda tuleb teha ka juhul, kui
tootlemise diguslikuks aluseks on tdotaja ndusolek.

Mojuhinnangust tdpsemalt saab lugeda AKI kodulehe rubriigist Mojuhinnang | Andmekaitse
Inspektsioon.

Kokkuvdttes on elektrooniline todajaarvestus lubatud ning todandjal on kohustus té6aja arvestust
pidada. Samas peab tddandja todajaarvestuse siisteemi valikut ja andmetodtluse meetmeid

S IKUM art 4 punkt 11, artikkel 7 ja pShjenduspunkt 32.
¢ Euroopa Andmekaitsendukogu suunised 3/2019 isikuandmete t66tlemise kohta videoseadmetes. Versioon 2.0 Vastu
voetud 29.01.2020. Lk 20, p 86.
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pohjalikult 1&bi kaaluma, tagama meetme proportsionaalsuse, pakkuma vilja vihem riivavaid
alternatiive ning tditma IKUM-ist tulenevad libipaistvuse ja teavitamise nduded. Kui todtaja
keeldub ka mittebiomeetrilisest todaja registreerimisest, on tegemist to6digusliku kiisimusega,
mille lahendamine ei kuulu Andmekaitse Inspektsiooni padevusse. Sellisel juhul soovitame
selgituste saamiseks poorduda Tooinspektsiooni poole. Teabe ndustamisvdimaluste kohta leiab
Tooinspektsiooni veebilehelt siit Té6inspektsiooni ndustamisteenus | Todinspektsioon.

Loodame, et meie selgitustest on abi.

Lugupidamisega
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